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**Abstract**

The Human Resource Management System (HRMS) aims to facilitate the management operation in an organization. It focuses on the communication of three entities including Admin, HR and Employee. Its objective is to automate the daily activities carried out by these activities. The HRMS is based on HTTP Client-Server that allow clients to make http request to fetch their respective page portal whereas the data is send by the server as per client request. The security feature is also implemented in password with Bcrypt encryption of RSA Algorithm and SHA-256 Algorithm. The SMTP protocol is implemented for sending email alerts from server to client. The Client IP authentication is also carried out to ensure the user connectivity within the organization. The respective client session is also maintained with the tokenization and cookies to control the access by server making it a state-full server. Through this the transparency between the entities is ensured with the privacy and with relevant data submission.

**Introduction**

For the past decade, the human resource management has evolved and developed into different areas and disciplines. The process in the HRMS has been went through trials and errors of the communication between the entities associated with the HRMS.

The Human Resource Management System (HRMS) is concerned with the activities and processes carried out within an organizational entity to easily communicate with each other with respect to their duties and process. The changing organizational need in the marketplace have raise concerned for the improvement and efficiency of the human resource discipline with the development in the networking domain of the system.

The Human Resource Management System focuses on the main entities associated with the system which include Administration, HR and Employee that will communicate with each other with the system. The HRMS will follow the automation process rather than manual that will save the users time rather than investing their precious time on the system.

The HRMS is composed on the Client Server Architecture. The users of the system provide the request to the web based HRMS system to fetch their respective data and page portal [1]. It will generate the HTTP client request that will be accepted by the server with the TCP Protocol to assess the HTTP request [2]. The server then provides with the accurate result as per the client request and respond with the HTTP response.

The HRMS ensure the data privacy of its users by implanting the security feature in the password generation of the user using Hashing of Bcrypt which include RSA Algorithm and SHA-256 Algorithm that prevent illegal access of attacker to breach the system to access the user data and make it more secure for the consultancy of the user.

The HRMS also provide SMTP Protocol to send the email to the employee associated with the system when it is registered with the system ensuring the updated information is provided that create validation with the system. The SMTP protocol forward the header packet to the remote server using IMAP or POP3 to download the mail stored in local mail server [3].

The user connectivity session with the system is maintained by storing the cookies of the user in the system and perform tokenization using JWT tokenization to identify the specific request of the user currently logged and associated with the system.

The employee Client IP is also authenticated with the system to prevent illegal access of the user to attempt their attendance until the user reside with the premises and connected with the IP of the organization.

**Background**

The Human resource management plays an important role in the workforce of an organization. Due to the non-authentication, non-automation, single based system without HTTP request and response, a centralized system cost heavily to the organization with a poor networking in the system. Moreover, the email sending is not implemented in the systems that does not notify to the employee of the system that its details are encapsulated in the system.

The old HRMS system provide the attendance feature to employee that can be marked by employee at from anywhere without residing within the organization. This feature cause unauthorize access to the employee which can be used in illegal manner.

Similarly, the user’s privacy is at risk due to non-encrypted password in the system catalogue that is a fatal flow and is opened and welcomed to the attackers and hackers to breach and log in any user’s system.

Therefore, there is a need of such a system that can secure the users information from the outside world, which is non centralized implemented in HTTP protocol, maintain user’s sessions through tokenization and cookies, provide Email and IP authentication within the system.

**Features**

The HRMS consist on three entities that include Admin, HR and Employee with their respective dashboards and functionalities which are mentioned below:

**Admin:**

The following are the functionalities of Admin:

* Add HR Details
* Update HR Details
* Delete HR Details
* Manage Departments
* Manage Designation
* View its respective details

**HR:**

The following are the functionalities of HR:

* Manage Employees
* Approve Leave
* Approve Resignation
* Generate Payroll
* View Details

**Employee:**

The following are the functionalities of Employee:

* View Details
* Add Attendance
* Apply Leave
* Submit Resignation
* Receive Payroll

**HTTP Client – Server**

The HRMS is based on the client – server architecture in which the information and data of the respective client is submitted to the server to get the desired result. With the assistance of client-server rather than running on top of UDP, HTTP uses TCP as its underlying transport protocol[9]. The HTTP client sets up a TCP connection with the server initially. Once the connection is established, the browser and server processes use their socket interfaces to access TCP. The client server is rapidly evolving and with high level of uncertainity it envolve decision making[10].

The client creates a HTTP request to the sever[2]. This is carried out by the TCP handshaking connection between the client and server. The HTTP request either GET, POST, PUT or DELETE request is then transmit to the server to perform the client request. The server is then transmitted a HTTP respond back to the client containing the desired result as per client request.

**Bcrypt Encryption**

The HRMS provide the security feature to its users by saving their catalogue from outside world from hacker. The encryption is implemented in the login feature of the system. In the login feature, password is the part in which encryption is implemented. The bcrypt hashing is based on the Blowfish block cipher [7]. Encryption is used at several levels in the service, and it is enabled by default for all clients. Data access is enabled first through encrypted tunnels using Hypertext Transfer Protocol Secure (HTTPS), then it uses Perfect Forward Secrecy (PFS), which scrambles data as it moves between their and other companies' servers, and it uses SSL/TLS (Transport Layer Security) for connectivity, with the 256-bit TLS looking at the encryption enforceme [15].

It is encrypted by using hashing mechanism that include RSA Algorithms and SHA-256 Algorithm which could calculate byte-wisely just a modulo check of the block, whereas a stronger mixing function like SHA-256 that calculate the complex of block of hash[6] encrypt the user’s password, therefore, with encryption, the breaching of the system is reduced and it become impossible for the hackers and it ensure the protection of the users from illegal access.

**Cookies and Tokenization**

Cookies can be collected, altered, or embezzled since they are maintained and transported as in form of text. Cookies that safeguard them from security concern[11]. Despite their broad use, little work has been performed on their characteristics, such as standard attributes, placement standards, and the information that may be acquired through third-party cookies[12].The HRMS implement the cookies and tokenization. The cookies are used to save and store the user’s session within the system to provide a healthy connectivity to the users so that a user’s session could be maintained with the system. The cookies are implemented to track the activities of the users to prevent the breach of privacy of the users in the system [5].

Moreover, the process of tokenization is implemented to secure the users data and authorization in the login system of the respective users.

**SMTP Protocol**

The HRMS provide the feature on mailing the notification to the employees’ email when its details are attached in the system by HR. The E-mail message is sent to the sender's E-mail server using the SMTP protocol after the TCP connection between the E-mail client and the E-mail server is established. The E-mail server sends the email message to another E-mail server or directly toward the recipients' E-mail server using the same protocol[13].Additionally, it is done on communications between SMTP servers using transport layer security rather than end-user security or end-to-end encryption. It examine the cypher suites[14].

An auto generated email is send from HR to employee to notify about its entry. This mechanism is carried out by using SMTP Protocol over HTTP client response from client to the server. The SMTP server then uses DNS to fing the mail address and resolving the domain name of email to their respective IP address[4].

The SMTP mail is forwarded from HR to employee using the node-mailer that encapsulated the smtp protocol.

**Client IP Authentication**

The Attendance feature in employee dashboard implement the IP authentication. The employee cannot mark itself present until it is connected with premises in which the system is attached within the organization.

The client IP is fetched through the HTTP request send by the client to the server for requesting the attendance landing page.

The client IP is then authenticated with the organization’s IP to check whether the client is connected with the organization network and is within the premises of the organization and disallowing links to the site that leaves the premises[8]. If the IP is matched then authentication process is successful and attendance page is enabled and responded to the client by server by a HTTP response, else the authentication will be failed and the server will respond back with HTTP response of disabled attendance.

**Conclusion**

The HRMS provide the automated functionality for the organization management to carry out their day-to-day activities with the system. The system provides client-server implementation on HTTP, it also secure and preserver the users privacy through bcrypt encryption and tokenization. The clients’ sessions are also maintained to provide reliable access to the client through cookies. Also, the mailing process is autogenerated using SMTP Protocol and lastly the client IP authentication is also done to prevent illegal and faulty attendance in the system. Thus, making our HRMS a reliable and secure system.
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